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CYBER SECURITY ACTIVITIES BY EACH COUNTRY

Achievements
& Metrics

   WORKSHOPS:
4 workshops (Porto, Coimbra, Lisboa, 

Alentejo) directed to youth protection 

technicians called “Crianças e Jovens: 

Do Real ao Virtual” (“Youth and Children: 

From Real to Virtual”), by Science and 

Technology Foundation. 
   NEW WEB PORTAL:
New Safer Internet Center web portal,  by 

Science and Technology Foundation. 

   SPECIAL ISSUE MAGAZINE: 
Special issue of the magazine Student Forum 

dedicated to the European Cibersecurity 

month,  by Science and Technology 

Foundation.  
   AWARENESS SESSIONS: 
19 Awareness sessions “Naveg@a” given by 

Portuguese Institute for Youth and Sports 

all over the country. Awareness sessions on 

schools all over the country given by ICT 

competence centers 

   SECURITY CHALLENGE: 
“Desafios SeguraNet” Challange, by Ministry 

of Education.  

   TEACHER TRAINNING: 
Teacher trainers trainning Course “Segurança 

de Digital: A utilização segura da Internet e 

dos dispositivos móveis” (Digital Security: 

Safe uso of Internet and mobile devices) by 

Ministry of Education.
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Find out more

Visit: https://c-days2015.

topi.com

JOIN#CyberSecMonth#eEducation #enisa#eskills
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ACTIVITY SNAPSHOT:
• ICT in education
• Online quizzes

I N  P A R T N E R S H I P  W I T H . . .

Become Security Master

Information and communication 
technologies for education

The European Cyber 
Security Month 
(ECSM) is an EU 
advocacy campaign.

It promotes cyber 
security among 
citizens and advocates 
for change in the 
perception of 
cyber-threats, by 
promoting data and 
information security, 
education, sharing 
of good practices 
and competitions. 
Supported by ENISA 
and EC DG CONNECT.

C-DAYS - awareness-
raising, prevention and 
training towards a national 
cybersecurity culture.

Cyber Security
is a shared 
responsibility!

THINK

STOP

CONNECT

I am Cyber 
Security 
updated!

ACTIVITIES
IMPLEMENTED

PUBLIC AND PRIVATE
STAKEHOLDERS INVOLVED
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